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(57) Abstract : 
ABSTRACT Online social networks, or OSNs, have become a vital tool for interpersonal connection. They can also be used to incorporate nonhuman situations. The exponential surge in popularity of open social networks 
(OSNs) can be ascribed to the swift advancement of Internet technology. which might reduce the dissemination of false information or rumors that could be harmful to society in any way. This article proposes a model to 
study the spread of messages that are currently referred to as false news. The suggested model explains how various misinformation-disputing strategies affect how false information spreads among groups. Globally, the 
Susceptible-Infected-Recovered (SIR) model has been employed to gauge the transmission of COVID-19 within a population. Evidently, the infectious nature of the COVID-19 virus and other. The spread of breaking news 
via social media is akin to a disease. This study used SIR models with Facebook to examine the dynamics of the distribution of a particular piece of news material. Both in and out of demographics. To calculate the 
reproduction number, data from the news has been gathered, including the quantity of likes, comments, shares, and views, in addition to the number of Facebook account followers, twitter and whatsApp. The model is 
developed using a set of differential equations. Its balance and stability are also carefully examined. The fundamental reproduction number (R0), a crucial metric for the examination of message dissemination in OSNs, is 
discovered. Fake messages will not spread widely in the online network if R0 is less than one (R0 <1); if R0 is greater than one, rumors will continue to circulate in the OSN. There is discussion of actual patterns of 
disinformation spreading in OSNs. The model also addresses the mechanism that regulates the spread of untrusted messages. Extensive modeling and testing have also been used to validate the suggested paradigm.  
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